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Abstract— Blockchain Technology facilitates a shared, 

immutable and history of all the transactions creating 

software of trust, responsibility and transparency. This 

provides a novel chance to implement a secure and reliable 

EMR knowledge management and sharing, system 

discrimination. In this paper, we gift our views on block 

chain primarily based aid knowledge management, 

specially, for EMR knowledge sharing between aid 

suppliers and for analysis studies. We have a tendency to 

propose a framework for managing EMR knowledge for 

cancer patient care. Together with a Hospital, we have a 

tendency to enforced our framework in an exceedingly 

image that ensures privacy, security, convenience, and 

fine-grained access management over EMR knowledge. 

The planned paper will considerably scale back the 

turnaround for EMR sharing, improve higher cognitive 

process for medical aid, and scale back the value. 

Confidentiality in health industry refers to the “obligation 

of professionals”, World Health Organization can have 

access to patient records or exchange information to carry 

that data in confidence. Managing electronic health data 

presents distinctive challenges for restrictive compliance, 

for moral concerns and ultimately for quality of care. As 

the meaningful use of Electronic Health record system 

expands from the health devices, its aiding organizations 

grow. Despite the system design incorporated in an 

exceedingly world EHR, this technique will get pleasure 

from the inclusion of open supply package to confirm that 

data is processed in trustworthy ways in which. The 

healthcare sector faced a trend shift towards EHR systems 

that were designed to combine paper-based and Electronic 

Medical Records (EMR). These systems were used to store 

clinical notes and laboratory results in its multiple 

components. The EHR systems have been implemented in 

a number of hospitals around the world due the benefits it 

provides, mainly the improvement in security and its cost 

effectiveness. They are considered a vital part of 

healthcare sector as it provides much functionality to the 

healthcare. A number of researchers have also identified 

that using blockchain technology in healthcare would be a 

feasible solution. 
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I.  INTRODUCTION 

Blockchain Technology facilitates a shared, immutable and 
history of all the transactions creating software of trust, 
responsibility and transparency. This provides a novel chance 
to implement a secure and reliable EMR knowledge 
management and sharing, system discrimination. In this paper, 
we gift our views on block chain primarily based aid 
knowledge management, specially, for EMR knowledge 
sharing between aid suppliers and for analysis studies. We 
have a tendency to propose a framework for managing EMR 
knowledge for cancer patient care. Together with a Hospital, 
we have a tendency to enforced our framework in an 
exceedingly image that ensures privacy, security, convenience, 
and fine-grained access management over EMR knowledge. 
The planned paper will considerably scale back the turnaround 
for EMR sharing, improve higher cognitive process for 
medical aid, and scale back the value. Confidentiality in health 
industry refers to the “obligation of professionals”, World 
Health Organization can have access to patient records or 
exchange information to carry that data in confidence. 
Managing electronic health data presents distinctive 
challenges for restrictive compliance, for moral concerns and 
ultimately for quality of care.  

As the meaningful use of Electronic Health record system 
expands from the health devices, its aiding organizations 
grow. Despite the system design incorporated in an 
exceedingly world EHR, this technique will get pleasure from 
the inclusion of open supply package to confirm that data is 
processed in trustworthy ways in which. The healthcare sector 
faced a trend shift towards EHR systems that were designed to 
combine paper-based and Electronic Medical Records (EMR). 
These systems were used to store clinical notes and laboratory 
results in its multiple components. The EHR systems have 
been implemented in a number of hospitals around the world 
due the benefits it provides, mainly the improvement in 
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security and its cost effectiveness. They are considered a vital 
part of healthcare sector as it provides much functionality to 
the healthcare. A number of researchers have also identified 
that using blockchain technology in healthcare would be a 
feasible solution.  

ELECTRONIC Medical Record (EMR) is a systematized 
digital record which contains the detailed health information 
of a patient and population. The initially conception of EMR is 
to take place of traditional papery medical record, so as to 
improve the management of cases in a health-care institution. 
However, due to the increasingly concern of selfhealth, 
general population also want to obtain and manage their own 
health information in some way. Thus, a novel personalized 
health information management system called Electronic 
Health Record (EHR) became popular. By using EHR, on the 
one hand, users are able to manage their own health records.  

II. PROPOSED SYSTEM 

 A framework for administering and EMR sharing 

information for cancer patient care. In collaboration with a 

Hospital, a framework is enforced during a standard that 

ensures privacy, security, availableness, and fine-grained 

access management over EMR information. The pro-posed 

work will considerably cut back the turnaround for EMR 

sharing, improve deciding for treatment, and cut back the 

value.  

 
Fig 1. System architecture 

 

This provides a novel chance to design and implement a 

secure, trustable EMR information management and sharing 

system victimization using blockchain. Payments: The 

international payment sector is error flat expensive and 

receptive cash. It takes days if not longer for cash to flow 

across the globe. The blockchain is already providing 

solutions with remission firms like abra, bitsPark. The aim of 

our proposed framework is initially to execute blockchain 

technology for EHR and secondly to provide secure storage of 

electronic records by defining granular access rules for the 

users of the proposed framework. Moreover, this framework 

also discusses the scalability problem faced by the blockchain 

technology in general through use of off-chain storage of the 

records. This framework provides the EHR system with the 

benefits of having a scalable, secure and essential blockchain-

based solution. 

III. SYSTEM IMPLEMENTATION 

Implementation is used here to mean the process of convert 

a new or revise system design into operational one. translation 

is one aspect of execution. The other part is post execution 

assess and software and maintenance. Performance is the stage 

of the project where the theoretical design is turned into a 

working system.  At this stage the main work load, the greatest 

confusion and the major impact on the existing system shifts 

to the user department.  If the implementation is not planned 

and controlled, it can cause disarray and confusion. 

 

Achievement includes all those behavior that take place to 

change from the old system to the new one.  The new system 

may be totally new, replacing an existing manual or automated 

system or it may be a major alteration to an existing system.  

accurate implementation is necessary to provide a consistent 

system to meet the organization requirements. Successful 

implementation may not assurance improvement in the 

association using the new system, but unacceptable 

installation will prevent it. Initially a primary implementation 

plan is prepared to schedule and manage many different 

activities that must be completed for a successful system 

implementation. The preliminary plan serves as a basis for the 

initial checking of assignment of resources to important 

implementation activities 

 

IV. EXPERIMENT AND RESULT  

 
A framework for administering and EMR sharing 

information for cancer patient care. In collaboration with a 
Hospital, a framework is enforced during a standard that 
ensures privacy, security, availableness, and fine-grained 
access management over EMR information. The pro-posed 
work will considerably cut back the turnaround for EMR 
sharing, improve deciding for treatment, and cut back the 
value. This provides a novel chance to design and implement a 
secure, trustable EMR information management and sharing 
system victimization using blockchain. Payments: The 
international payment sector is error flat expensive and 
receptive cash. It takes days if not longer for cash to flow 
across the globe. The blockchain is already providing solutions 
with remission firms like abra, bitsPark. The aim of our 
proposed framework is initially to execute blockchain 
technology for EHR and secondly to provide secure storage of 
electronic records by defining granular access rules for the 
users of the proposed framework. Moreover, this framework 
also discusses the scalability problem faced by the blockchain 
technology in general through use of off-chain storage of the 
records. This framework provides the EHR system with the 
benefits of having a scalable, secure and essential blockchain-
based solution. 
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V.CONCLUSION 

In this paper we discussed how blockchain technology can 

be useful for healthcare sector and how can it be used for 

electronic health records. Despite the advancement in 

healthcare sector and technological innovation in EHR 

systems they still faced some issues that were addressed by 

this novel technology, i.e., blockchain. Our proposed 

framework is a combination of secure record storage along 

with the granular access rules for those records. It creates such 

a system that is easier for the users to use and understand. 

Also, the framework proposes measures to ensure the system 

tackles the problem of data storage as it utilizes the off-chain 

storage mechanism of IPFS. And the role-based access also 

benefits the system as the medical records are only available 

to the trusted and related individuals. This also solves the 

problem of information asymmetry of EHR system.  

 

For the future, we plan to implement the payment module 

in the existing framework. For this we need to have certain 

considerations as we need to decide how much a patient would 

pay for consultation by the doctor on this decentralized system 

functioning on the blockchain. We would also need to define 

certain policies and rules that comply with the principles of 

the healthcare sector. 
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